<!DOCTYPE html> <html> <head> <meta charset="utf-8"> <meta name="viewport" content="width=device-width, initial-scale=1"> <!-- Hammer reload --> <script> setInterval(function(){ try { if(typeof ws != 'undefined' && ws.readyState == 1){return true;} ws = new WebSocket('ws://'+(location.host || 'localhost').split(':')[0]+':35353') ws.onopen = function(){ws.onclose = function(){document.location.reload()}} ws.onmessage = function(){ var links = document.getElementsByTagName('link'); for (var i = 0; i < links.length;i++) { var link = links[i]; if (link.rel === 'stylesheet' && !link.href.match(/typekit/)) { href = link.href.replace(/((&|\?)hammer=)[^&]+/,''); link.href = href + (href.indexOf('?')>=0?'&':'?') + 'hammer='+(new Date().valueOf()); } } } }catch(e){} }, 1000) </script> <!-- /Hammer reload --> <link rel='stylesheet' href='../assets/css/normalize.css'> <link rel='stylesheet' href='../assets/css/fonts.css'> <link rel='stylesheet' href='../assets/css/utils.css'> <link rel='stylesheet' href='../assets/css/style.css'> <script src='../assets/js/jquery-1.7.2.min.js'></script> <script src='../assets/js/app.js'></script> <script src='../assets/js/jquery.githubrepowidget.js'></script> <link href='https://fonts.googleapis.com/css?family=Open+Sans:400italic,400,600' rel='stylesheet' type='text/css'> <link href="../assets/favicon.ico" rel="shortcut icon">

<title>Dan Palmer</title> </head> <body> <header> <nav> <ul> <li><a href="/">About</a></li> <li><a href="/blog">Blog</a></li> <li><a href="/projects">Projects</a></li> <li><a href="/cv.html">CV</a></li> </ul> </nav> </header> <div id="fork"><a href="http://github.com/danpalmer/jquery.complexify.js/"><img src="/assets/img/fork-banner.png"/></a></div> <section class="container"> <h1>jQuery Complexify</h1> <p>Websites have a responsibility to users to accurately tell them how good a password is, and this is not an easy job.</p> <ul> <li>If your password is 8 characters long and only formed of lower case characters, you need to make it better, perhaps by adding a number or more characters.</li> <li>If your password is 25 characters long but happens to not contain a number, you shouldn't be forced by a password security policy to add one, you clearly have a very secure password.</li> </ul> <p>Complexify aims to provide a good measure of password complexity for websites to use both for giving hints to users in the form of strength bars, and for casually enforcing a minimum complexity for security reasons.</p> <p><em>Note:</em> I use the term 'casually' because this is only client-side validation and anyone could turn it off. I recommend implementing a minimum length check server-side as well. In the future I may code up this algorithm for use server-side.</p> <h3>Complexity Rating</h3> <p>Complexify's default settings will enforce a minimum level of complexity that would mean brute-forcing should take ~600 years on a commodity desktop machine. The 'perfect' password used to scale the complexity percentage would take 3x10^33 years. These are equivalent to a 12 character password with uppercase, lowercase and numbers included, and a 25 character password with uppercase, lowercase, numbers and a wide range of punctuation.</p> <h3>Unicode</h3> <p>Complexify supports Unicode and will add appropriate complexity for the size of character set included in a password.</p> <p>For example, as there are 96 Hiragana characters defined in the Unicode specification, including one of these will increase the brute-force complexity by 96.</p> <p>The rationale behind this is that in an attacker were wanting to include Japanese passwords in his attack, he/she may choose to include the Hiragana set in his/her attack, but not the Katakana set. Complexify divides Unicode into 94 appropriately grouped sets.</p> <br/> <br/> <h2>Try it out:</h2> <br/> <script src='../assets/s/jquery.complexify.js'></script> <div id="demo"> <input type="password" id="password" placeholder="Password">

<div id="progressbar"><div id="progress"></div></div> <div id="status"> <div id="complexity">0%</div> <div id="complexityLabel">Complexity</div> </div> </div> <br/> <br/> <h2>How do I use it?</h2> <p> Complexify is a jQuery plugin, so you will already need to have jQuery included on your page. Other than this, just include the file in your page like this: </p> <script src="https://gist.github.com/4288084.js"></script> <p> The <code>valid</code> argument passed to your callback function is a boolean that indicates whether the password met the minimum number of password characters <em>and</em> the minimum level of complexity. The <code>complexity</code> argument is a percentage where 100% represents a 'perfect' password of 25 characters containing one element from each available character set. </p> <p> The options are the <code>minimumChars</code> that the password must have to be valid, which defaults to 8, and the <code>strengthScaleFactor</code> which will be applied during complexity calculation to raise or lower the complexity required to be valid. This defaults to 1. </p> <h4>What Complexify <em>doesn't</em> do:</h4> <ol> <li>It does not take into account possible dictionary attacking of passwords. However most passwords vulnerable to this method are relatively short and contain only letters, making them score fairly weakly on this test anyway.</li> <li>It's still just client-side validation. If someone wants to bypass this they can, I recommend implementing a check for the minimum length on the server, but I am considering making a complementary server-side library that will enable developers to have a consistent policy set up throughout their service.</li> </ol> <br/> <h4>Complexify Ports</h4> <p>As Complexify is only client-side, for it to be truly useful some server-side validation is also needed. The following ports have been made to different environments:</p> <ul> <li><a href="https://github.com/kislyuk/node-complexify">node-complexify</a> &ndash; a Node.js module for validating complexity.</li> </ul> <br/><br/> <h4>Version History</h4> <p><b>0.2</b> - Unicode support<br/> Note: most passwords using punctuation will score slightly lower as the punctuation set has been split into multiple sets.</p> <p><b>0.1</b> - Basic implementation</p> <a href="https://raw.github.com/danpalmer/jquery.complexify.js/master/jquery.complexify.js">Download</a> &mdash; <a href="https://raw.github.com/danpalmer/jquery.complexify.js/">Fork and Watch on Github</a> <script type="text/javascript"> $(function () { $("#password").complexify({}, function (valid, complexity) { if (!valid) {

$('#progress').css({'width':complexity + '%'}).removeClass('progressbarValid').addClass('progressbarInvalid'); } else { $('#progress').css({'width':complexity + '%'}).removeClass('progressbarInvalid').addClass('progressbarValid'); } $('#complexity').html(Math.round(complexity) + '%'); }); }); </script> <style type="text/css"> #demo { width:380px; margin-right:auto; margin-left:auto; } #progressbar { width:388px; height:48px; display:block; border-left:1px solid #ccc; border-right:1px solid #ccc; border-top:1px solid #ccc; border-top-right-radius: 8px; border-top-left-radius: 8px; overflow:hidden; background-color: white; } #progress { display:block; height:100px; width:0%; } .progressbarValid { background-color:green; background-image: -o-linear-gradient(-90deg, #8AD702 0%, #389100 100%); background-image: -moz-linear-gradient(-90deg, #8AD702 0%, #389100 100%); background-image: -webkit-linear-gradient(-90deg, #8AD702 0%, #389100 100%); background-image: -ms-linear-gradient(-90deg, #8AD702 0%, #389100 100%); background-image: linear-gradient(-90deg, #8AD702 0%, #389100 100%); } .progressbarInvalid {

background-color:red; background-image: -o-linear-gradient(-90deg, #F94046 0%, #92080B 100%); background-image: -moz-linear-gradient(-90deg, #F94046 0%, #92080B 100%); background-image: -webkit-linear-gradient(-90deg, #F94046 0%, #92080B 100%); background-image: -ms-linear-gradient(-90deg, #F94046 0%, #92080B 100%); background-image: linear-gradient(-90deg, #F94046 0%, #92080B 100%); } #status { height:150px; width:388px; border:1px solid #ccc; border-bottom-right-radius: 8px; border-bottom-left-radius: 8px; background-color: white; } #password { width:100%; height:40px; font-size:30px; line-height:40px; border-radius: 8px; padding: 4px; box-shadow: inset 0 1px 1px rgba(0, 0, 0, 0.075); -webkit-box-shadow: inset 0 1px 1px rgba(0, 0, 0, 0.075); margin-bottom: 9px; color: #555555; border: 1px solid #cccccc; font-family: "Helvetica Neue", Helvetica, Arial, sans-serif; -webkit-text-security: disc; -webkit-appearance: textfield; outline: none; } #complexityLabel { width:100%; text-align:center; margin-top:10px; font-size:20px; line-height:30px; }
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</style>
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<script type="text/javascript">

var GoSquared={};

GoSquared.acct = "GSN-502872-K";

(function(w){

function gs(){

w.\_gstc\_lt=+(new Date); var d=document;

var g = d.createElement("script"); g.type = "text/javascript"; g.async = true; g.src = "//d1l6p2sc9645hc.cloudfront.net/tracker.js";

var s = d.getElementsByTagName("script")[0]; s.parentNode.insertBefore(g, s);

}

w.addEventListener?w.addEventListener("load",gs,false):w.attachEvent("onload",gs);

})(window);

</script>
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$(".password\_test").passStrength({  
userid: "#user\_id"  
});

<!DOCTYPE html>

<html lang="en">

<head>

<title>Contact Us</title>

<link rel="stylesheet" href="css/form.css">

<link rel="stylesheet" href="css/960\_12\_col.css">

<link rel="stylesheet" href="font/stylesheet.css">

<link rel="stylesheet" href="font/stylesheet2.css">

</head>

<script src="http://code.jquery.com/jquery-latest.min.js"></script>

<body>

<div class="top">

<h1> Wingmates</h1>

<div class="right citylights">

<a class="home"href="index.html">Home</a>

</div>

</div>

<div id="page-wrap">

<h2> We are launching in Sydney soon.</h2>

<h3> Give us your details and we will keep you posted!</h3>

<div id="contact-area">

<form method="post" action="contactengine.php">

<label for="Name">Name:</label>

<input type="text" name="Name" id="Name" />

<label for="City">City:</label>

<input type="text" name="City" id="City" />

<label for="Email">Email address:</label>

<input type="text" name="Email" id="Email" />

<script type="text/javascript">

$("#password").complexify(options, callback(valid, complexity){

alert("Password complexity: " + complexity);

});

</script>

<script type="text/javascript" src="js/main.js"></script>

<input type="password" name="pass\_word" class="password\_test">

<div id="demo">

<input type="password" id="password" placeholder="Enter a password so we can keep all your details secure">

<div id="progressbar">

<div id="progress">

</div>

</div>

<div id="status">

<div id="complexity">14%</div>

<div id="complexityLabel">Complexity</div>

</div>

</div>

<a href="index.html" class="classname badge">Submit</a>

</form>

</div>

</body>

</html>